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(2.1) TeleSec qualified Root CA 1 (Windows)

Laden Sie die Datei

telesec_qualified_root_ca_1.zip
auf lhren PC. Entpacken Sie die ZIP-Datei.
Offnen Sie diese Datei und installieren Sie so das Stammzertifikat der TeleSec.
Installieren Sie anschlieBend noch das Stammzertifikat TeleSec_PKS_elDAS_QES CA 5. (siehe 2.2)

Datei offnen - Sicherheitswarnung X

Machten Sie diese Datei 6ffnen?

Name: C:\Temp\TeleSec_qualified_Root_CA_1.cer

" Herausgeber  Unbekannter Herausgeber
Typ:  Sicherheitszertifikat
Von: Ci\Temp\TeleSec_qualified_Root_CA_l.cer

$ Offnen Abbrechen

Vor dem Offnen dieser Datei immer bestatigen

B Dateien aus dem Internet konnen nitzlich sein, aber dieser Dateityp kann
| é| eventuell auf dem Computer Schaden anrichten. Offnen Sie diese
- Software nicht, falls Sie der Quelle nicht vertrauen, Welches Risiko
besteht?
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o Zertifikat X

Allgemein Details Zertifizierungspfad

@ﬁ Zertifikatsinformationen

Dieses Zertifizierungsstellen-Stammzertifikat ist nicht
vertrauenswiirdig. Installieren Sie das Zertifikat in
den Speicher vertrauenswiirdiger
Stammzertifizierungsstellen, um die
Vertrauensstellung zu aktivieren.

Ausgestellt fir: TeleSec qualified Root CA 1
Ausgestellt von: TeleSec qualified Root CA 1

Giiltig ab 05.04.2017 bis 06.04, 2047

$ Zertifikat installieren... Ausstellererklarung

OK
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X

+* Zertifikatimport-Assistent

Willkommen

Dieser Assistent hilft IThnen beim Kopieren von Zertifkaten, Zertifikatvertravenslisten und
Zertifikatssperrlisten vom Datentrager in den Zertifkatspeicher,

Ein won einer Zertifizierungsstelle ausgestelites Zertifikat dient der Identitatsbestatigung.
Es enthalt Informationen fir den Datenschutz oder fir den Aufbau sicherer
Netzwerkverbindungen, Ein Zertifikatspeicher ist der Systembereich, in dem Zertifikate
gespeichert werden,

Speicherort
(® Aktueller Benutzer

O Lokaler Computer

Kicken Sie auf "Weiter”™, um den Vorgang fortzusetzen.

' Abbrechen

IT Dokumentationen - https://doku.bht-berlin.de/



Last

;82253:8/21 kontakt:stammzertifikat:telekom-windows:telekom-cal https://doku.bht-berlin.de/kontakt/stammzertifikat/telekom-windows/telekom-cal

07:49

X

€& &* Zetifikatimport-Assistent

Zertifikatspeicher
Zertifikatspeicher sind Systembereiche, in denen Zertifikate gespeichert werden,

Windows kann automatisch einen Zertifikatspeicher auswahlen, oder Sie kinnen einen
Speicherort fir die Zertifikate angeben.

() Zertifikatspeicher automatisch auswahlen (auf dem Zertifikattyp basierend)
(® Alle Zertifikate in folgendem Speicher speichern

Zertifikatspeicher:
| Durchsuchen...

Abbrechen
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ZLertifikatspeicher auswidhlen ot

Wahlen Sie den Zertifikatspeicher, der verwendet
werden soll.

-~ | Eigene Zertifikate A

_| Vertrauenswirdige Stammzertifizierungs
_] Organisationsvertrauen

[ 7| Zwischenzertifizierungsstellen

[ 7| Active Directory-Benutzerobjekt

e L Martranenawnirdine Heranonsher

Physischen Speicher anzeigen

‘ OK \ Abbrechen
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X

& b+ Zertifikatimport-Assistent

Zertifikatspeicher
Zertiflkatspeicher sind Systembereiche, in denen Zertifikate gespeichert werden.

Windows kann automatisch einen Zertifikatspeicher auswahlen, oder Sie kbnnen einen
Speicherort fur die Zertifikate angeben,

(O Zertifikatspeicher automatisch auswahlen (auf dem Zertifikattyp basierend)
(@) Alle Zertifikate in folgendem Speicher speichern

Zertifikatspeicher:
Vertrauenswiirdige Stammzertifizierungsstellen | Durchsuchen... |

Weiter Abbrechen
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X

& && Zertifikatimport-Assistent

Fertigstellen des Assistenten

Das Zertifikat wird importiert, nachdem Sie auf "Fertig stellen” geldickt haben,

Sie haben folgende Einstellungen ausgewahit:

Rl W= e e (e el g = Tag = Vertrauenswirdige Stammzertifizierungsstel
Inhalt Zertifikat

I Fertig stellen I Abbrechen
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Sie sind im Begriff, ein Zertifikat von einer Zertifizierungsstelle
zu installieren, die sich wie folgt darstellt:

TeleSec qualified Root CA 1

Es wird nicht bestatigt, dass das Zertifikat wirklich von
“TeleSec qualified Root CA 17 stammt. Wenden Sie sich an
“TeleSec qualified Root CA 17, um die Herkunft zu bestatigen.
Die folgende Zahl hilft Ihnen bei diesem Prozess weiter:

Fingerabdruck (shal): 20C6136C 7TDEFEFES 7CCTe4F9
D2678EAD 03E55296

Warnung:

Wenn Sie dieses Stammzertifikat installieren, wird automatisch
allen Zertifikaten vertraut, die von dieser Zertifizierungsstelle
ausgestellt werden. Die Installation mit einem unbestatigten
Fingerabdruck stellt ein Sicherheitsrisiko dar. Falls Sie auf "Ja’
klicken, nehmen Sie dieses Risiko in Kauf.

Machten 5ie dieses Zertifikat installieren?

|::> n e

Zertifikatimport-Assistent X

o Der Importvorgang war erfolgreich.

OK
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an Zertifikat X

Allgemein  petails  Zertifizierungspfad

r’{:‘,g Zertifikatsinformationen

Dieses Zertifizierungsstellen- Stammzertifikat ist nicht
vertrauenswiirdig. Installieren Sie das Zertifikat in
den Speicher vertravenswiirdiger
Stammzertifizierungsstellen, um die
Vertrauensstellung zu aktivieren.

Ausgestellt filr: TeleSec qualified Root CA 1

Ausgestellt von: TeleSec qualified Root CA 1

Giiltig ab 05.04.2017 bis 06.04.2047

Zertifikat installieren... Ausstellererklarung

OK
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